Fusion Embedded™ SIPS

Fusion Embedded™ secure SIP or SIPS, provides secure com- -
munications for the VoIP Industry’s popular SIP protocol. As
defined by RFC 3261, secure SIP allows the device to make a
secure connection to a server so that all communications can
be encrypted. When addinga user that desires to use SIPS, a
SIPS based address is required: sips:user@domain.com. SIPS
requires SSL/TLS to secure communications. Unicoi can
supply SSL/TLS as a separate product.

Note: Please see our Fusion SIP page for more information
on the standard version.
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